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February 6,2006 

ELECTRONICALLY FILED 

Marlene H. Dortch 
Secretary 
Federal Communications Commission 
445 1 P  Street sw 
Washington, D.C. 20554 

Re: EB-06-TC-O60/Filed in EB Docket No. 06-36 
Certification of CPNI Filing February 2,2006 

Dear Secretary Dortch: 

On behalf of UCN, Inc. (“UCN), its attorneys hereby file its Certification of Compliance 
with Section 222 of the Communications Act and Commission Rules implementing Section 222. 
UCN makes this filing in response to the Commission’s Public Notice, DA 06-223 (rel. January 
30,2006). 

An additional copy of this filing is also enclosed, to be date-stamped and returned in the 
envelope provided. 

Should there be any questions regarding this filing, kindly contact the undFrsigned. 
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Service List: 

cc: Byron McCoy 
Telecommunications Consumers Division 
Enforcement Bureau 
(electronically to: byron.mccov@fcc.gov) 

Best Copy and Printing, Inc. 
Portals II 
445 12" Street, sw 
Room CY-B402 
Washington, D.C. 20554 
(electronically to: fcc@bcpiweb.com) 
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cmix!r(::~vr~ OF CLQMPLIANCE 

T, I’iinl Jar-nian, k i n g  of 1:twriil age mil d ~ i l y  sworn, on my oath state that I am CEO of UCN, 
I’iic. (“UCN’). I ani aulliorized by [JCN to execute this ccrtificetion on i ts behalf and do 
llicrcforc si.nte as follows: 

J hiive pcrsoii~il know1cd;;:c that UCN’s business methods and tlic pr’ocetlures adoptcd and 
ciiiployed by UCN nr’c ndeqtiafc to enstir’c compliance with Scction 222 of the Communications 
Act o f  1934, qs aniondecl by the Telc,coillniuoicalioiis Act of 1936 (“thc Act”), and the I’cdcral 
Corniriwiicxtioos Coinniission’s regularions imploincntirrg Secrion 222 of the Act, 47 C.P.R. 5 
~19,2005, 64.2007 64.2009. 



CERTIFICATION OF CPNI FILING FEBRUARY 6,2006 

UCN, Inc. 
EB-06-TC-060 

EB Docket No. 06-36 

STATEMENT OF COMPLIANCE PROCEDURES 

UCN, Inc. (TJCN’) is a public company (0TC.BB: UCNN) with deep roots in the traditional 
telecommunications and data services industries, for which we earned the 2002 Agents Choice 
Award from the Agent Alliance. After a series of strategic acquisitions commencing in 2002, 
UCN emerged with a new product approach that combines an innovative national voice over IP 
(VoIF’) network with on-demand proprietary telephony software for contact handlinglcontact 
management applications. By combining our affordable by-the-month pricing model, with our 
flexible application development environment, UCN is able to deliver enterprise-class contact 
center productivity to any size business. UCN is changing the way mission critical applications 
are delivered and priced for the contact center marketplace, or for any business or department 
seeking to improve how it manages the productivity and quality of its customer contact 
opportunities. 

UCN ensures that its business methods and operating procedures are in full compliance with 
FCC Rules. Measures adopted by the company include, but are not limited to: 

Implementation of a system whereby the status of a customer’s CPNI approval can be 
determined prior to its use; 
Implementation of training to ensure its employees and agents are advised of FCC Rules 
regarding the permissible use of CPNI; 
Maintenance of records of any marketing efforts which make use of CPNI; and 
A supervisory review process regarding CPNI compliance. 

UCN also ensures that no information, CPNI or other, regarding our customers is ever sold or 
given to any third parties for any purpose, unless pursuant to lawful subpoena. 

Furthermore, UCN’s internal network and onsite and offsite data are maintained securely 
through technology and other methods. All customer information is therefore protected from 
“hacking” and other forms of misappropriation. 


